
Installation sauvegarde Acronis 

 

Connectez-vous à Acronis cloud (Identifiants dans Bitwarden) : 

https://eu-cloud.acronis.com/mc 

 

Création du compte client : 

Dans le cas où un client est déjà créé, vous pouvez passer à l’étape installation et configuration. 

Sur la page d’accueil, cliquez sur nouveau. Vous allez avoir maintenant quelques informations à 

rentrer. 

 

Nom : Entrez le nom du client. 

Mode : Production 

Langue : Français 

Mode de gestion : Géré par le fournisseur de services 

Sécurité : pensez à bien décocher l’authentification à double facteur. 

 

 

Vous pouvez passer à l’étape suivante qui consiste à créer un administrateur pour ce client. 

Connexion : login utilisé pour se connecter à la console client (Prenez le nom de la société ou le nom 

de famille du client) 

Email : email du client final, vous allez devoir valider le compte via cet email pour définir un mot de 

passe. Veillez à avoir accès à ce mail, ou que le client soit disponible pour vous renvoyer le lien de 

connexion. 

Prénom : Prénom du client final 

Nom : Nom du client final 

Langue : Français 

Vous pouvez passer à l’étape suivante qui consiste à choisir les options de service du compte client. 

 

https://eu-cloud.acronis.com/mc


Ici tout va dépendre du client, et de ce qui lui a été vendu. Pour ce tuto, c’est une protection de 

sauvegarde standard, sans aucune autre fonctionnalité. On reste donc sur une sauvegarde Cyber 

Backup. Tout est modifiable par la suite, même plusieurs mois après. 

 

 

 

Pour l’étape suivante, nous allons choisir les modes de sauvegardes, et la taille maximum possible, en 

cloud et en local. 

Ici, vous allez pouvoir définir des quotas, et des options de sauvegardes. Sélectionnez selon ce que le 

client peut faire ou pas, par défaut tout est cocher. Vous pouvez laisser comme ça, ou désactiver 

certaines fonctionnalités et définir des quotas. 

Pour l’emplacement, laissez celui-ci, il est par défaut, c’est l’emplacement en cloud sur les serveurs 

Acronis 



En revanche, il est important de définir un quota, donné par le commercial, ou reprendre son quota 

du logiciel actuel. C’est différent pour chaque client. 

Si le client n’a pas acheté de sauvegarde cloud, décochez simplement cette case. 

On peut ensuite définir un quota pour l’emplacement local (L’emplacement se défini plus tard). 

Ici vous pouvez le laisser en illimité, tout dépendra après de l’espace disque sur l’emplacement 

configuré. 

 

 

Une fois terminé, il faut valider via le mail que vient de recevoir le client le nouveau compte Acronis, 

et définir un mot de passe qu’il faudra enregistrer dans le dossier client (Login et MDP + Mail) et 

aussi dans Bitwarden. 

 

Pour vous connecter à la console client : 

https://eu-cloud.acronis.com/ui 

 

Installation du logiciel de sauvegarde : 

 

Vous êtes maintenant connecté à la console client, avec son compte. Vous allez pouvoir cliquer sur 

ajouter un périphérique, et choisir parmi la liste de téléchargement, la version du logiciel de 

sauvegarde (Sur une station de travail, un server, un Hyper-V etc.) 

Vous allez maintenant avoir un petit agent, qui sert uniquement d’agent (En lien avec la console en 

cloud) qui va se télécharger, vous allez pouvoir l’installer sur la machine concernée. 

L’installation est simple, c’est du suivant suivant suivant. A la fin il y a deux solutions, soit vous êtes 

connecté à la console Acronis du client sur le poste que vous venez d’installer, dans ce cas il suffit de 

cliquer sur le bouton vert pour enregistrer le périphérique. Ou alors vous êtes connecté sur votre 

https://eu-cloud.acronis.com/ui


poste, et il suffit d’aller sur ce lien : https://eu-cloud.acronis.com/bc/reg/ puis rentrez le code obtenu 

en cliquant sur obtenir les informations d’enregistrement, en dessous du bouton vert. 

Vérifiez bien que le nom de l’enregistrant soit le client concerné par l’installation. 

Voilà, le périphérique est normalement bien remonté. On va passez au plan de sauvegarde, ou la 

façon de sauvegarder nos machines. 

 

Configuration de la sauvegarde : 

 

Toujours sur la console client, si vous n’avez pas encore de plan de sauvegarde, allez dans 

périphériques, puis sélectionnez un ou plusieurs périphériques. Ensuite cliquez sur protection. Sinon 

rendez-vous dans PLANS, puis Protection, et cliquez sur Création d’un plan.  

Sans plan déjà créé : 

 

Avec plan déjà créé : 

 

 

Ici, vous avez plusieurs choses à respecter. Pour commencer modifier nom du plan de sauvegarde par 

le nom de la fonction de cette sauvegarde, par exemple ici, nous avons une sauvegarde simple en 

local, le nom sera « Sauvegarde Locale ». (Cochez la petite barre si ce n’est pas fait pour activer la 

sauvegarde). 

https://eu-cloud.acronis.com/bc/reg/


 

 

Ensuite choisissez quoi sauvegarder parmi tous les choix possibles. 

Ces choix seront disponibles selon ce que vous avez autorisé ou non 

plus haut dans ce tutoriel. Vois la partie sur la création du compte 

client. 

 

 

 

 



 

Ensuite vous allez pouvoir choisir où stocker les sauvegardes. Par défaut, c’est le cloud Acronis. Si le 

client a acheté cette fonctionnalité, vous pouvez le laisser, et ajouter un emplacement pour ajouter 

la sauvegarde locale, sinon définissez uniquement la sauvegarde sur un NAS, ou autre. 

Vous devez avoir au préalable préparé le dossier partagé si c’est un NAS. Attention ! Veillez à créer 

un compte utilisateur Acronis uniquement utilisé pour la sauvegarde. Ne rentre jamais le compte 

Administrateur. Cachez le fichier partagé des emplacements réseau, et le seul utilisateur autorisé à 

rentrer dans ce dossier est Acronis (Mot de passe fort obligatoire). 

Pour pouvoir le définir dans Acronis, allez donc dans ajouter un emplacement, puis choisissez dossier 

réseau (Si c’est un NAS). Tapez le chemin d’accès complet, et rentrer le login mot de passe associé au 

partage. 

Vous pouvez ensuite choisir la planification, puis la durée de conservation qui sera basée sur ce que 

vous avez choisis dans Planif. 

Les autres options ne sont pas obligatoires, et seront utilisés selon le client.  

Vous avez terminé avec la configuration du plan de sauvegarde, vous pouvez enregistrer, nous allons 

voir comment l’appliquer aux machines. 

 

Pour l’appliquer aux machines à sauvegarder allez au-dessus de votre plan de sauvegarde sur « Sera 

appliqué à » 

 

 

 

Puis sélectionnez les périphériques que vous voulez ajouter : 

 

 



 

 

 

 

 

Bon à savoir : 

Une même machine peut faire partit de plusieurs plans de sauvegarde. Vous pouvez donc créer 

plusieurs plans de sauvegarde pour des enregistrements différents (Que ce soit l’emplacement, ou 

alors le Schedule). 

En cas de soucis avec la sauvegarde la cliente sera directement prévenue sur le mail enregistré lors 

de la création du compte. 

En cas d’erreur, vous pouvez supprimer un utilisateur client que vous avez créé, pour ça il faut 

d’abord le désactiver en cliquant sur les pointillés, et ensuite recliquer dessus pour pouvoir le 

supprimer. Un login est demandé, c’est le login de connexion à la console admin SP***** 

 

(Optionnel) Configuration des rapports : 

 

La création du mail de rapport est possible, que ce soit pour la même adresse, ou même là notre.  

Pour ça allez dans rapport, puis sélectionner le Template voulu. Et là vous allez pouvoir configurer 

l’envoi du rapport comme vous le souhaitez. 

Voilà la sauvegarde est configurée, et fonctionnelle. / ! \ Merci de bien noter tous les mots de passes 

et comptes utilisés (Acronis, NAS etc.) et d’utiliser des mots de passes complexes et aléatoires. 


